
Imagine a global

data collection 

network that 

gathered 

information on…

everyone…doing anything



Fusion Centers
“I Spy” for the Intelligence Enterprise 

NY Times: “Chicago Links Street Cameras to Its 911 Network” by Karen Ann Cullotta, 2/20/09 Photo: Joshua Lott/Reuters

or

Copyright OK-SAFE, Inc.  August 2010

Freedom Action National Conference, Valley Forge, PA



Intelligence Enterprise

• Intelligence: the product of systematic  

gathering, evaluation, and synthesis of raw data 

on individuals or activities suspected of being , 

or known to be, criminal – and/or non-criminal. 

• Enterprise: An undertaking, esp. of some 

scope, complication, and risk. A business 

organization.

• Information: “classified and open source – is 

the fuel that powers intelligence.”
(Quote source: Vision 2015, p.14)



Colorado Information Analysis Center
Oklahoma Information Fusion Center 

Chicago’s Crime Prevention and 

Information Center



Fusion Center

Fusion Center: A collaborative effort of 

two or more agencies that provide 

resources, expertise, and/or information to 

the center with the goal of maximizing the 

ability to detect, prevent, apprehend, and 

respond to criminal and terrorism activity.

Source: Recommended Fusion Center Law Enforcement Intelligence Standards March 2005



Laying the Groundwork



A Global Economy requires:

• Global Control of Resources 
Sustainable Development

• Global Control of Assets 
Assets include People, i.e. Intelligence; 

• Global Transportation System
Movement of Goods, People and Information

• Global Supply Chain Management
Tracking and Control of All Production and Distribution; Interoperable Systems



• Resource – raw material; an available supply 
that can be drawn on; mineral wealth, labor 
force, and armaments; assets (human 
resources)

• Asset – a thing or person that is useful

• Supply Chain – or logistics network; system of 
organizations, people, technology, activities, 
information and resources involved in moving a 
product or service from supplier to customer; 
from raw materials to finished product

Supply Chain Management 

for a Market Based Economy



1978-Global Positioning 

System (GPS)

“The Global Positioning 
System (GPS) was designed 
as a dual-use system with 

the primary purpose of 
enhancing the effectiveness 

of U.S. and allied military 
forces.

GPS is rapidly becoming an 
integral component of the 

emerging 

Global Information 
Infrastructure…”

Navstar Global Positioning System (GPS) satellite image: USAF Research Laboratory



GPS Policy: Cooperation

Dept. of Defense:

• With the Director of Central 
Intelligence, the Department 
of State and other 
departments and agencies

Dept. of Transportation:

• With the Departments of 
Commerce, Defense, and 
State.

Department of State: 

• With foreign governments 
and other international 
organizations.

Communications Accord – US and Australia 7/08

Defense Dept photo by U.S. Air Force Tech Sgt 
Jerry Morrison.  www.defenselink.mil/



1992-Global Information 

Infrastructure - trackable 

• Anything that 

emits an 

electronic 

RFID signal

• People

• Cars

• Buses

• Animals

• Cell Phones

• Etc.



MOU DoD & DOJ –

Joint Technology 

• 1994 - The DoD and the DOJ entered into an agreement for 
the joint development of technology (Date: 4/20/94, by A.G. Janet Reno, John 
Deutch, Deputy Secretary of State; later CIA Director)

• 1996 - Presidential Decision Directive (PDD/NSTC6) –

GPS for civil and commercial use. (Jointly chaired by DOD and Dept. of 
Transportation)

+



1998 – National Crime Prevention 

and Privacy Compact Act Pub. Law 105-251 (S. 2022)

(a)   In General.--This Compact organizes an 

electronic information sharing system 

among the Federal Government and the 

States to exchange criminal history records 

for noncriminal justice purposes authorized       

by Federal or State law, such as background 

checks for governmental licensing and 

employment.

(b)  Obligations of Parties.--Under this Compact, 

the FBI and the Party States agree to 

maintain detailed databases of their 

respective criminal history records, including 

arrests and dispositions, and to make them 

available to the Federal Government and to 

Party States for authorized purposes. The 

FBI shall also manage the Federal data 

facilities that provide a significant part of the 

infrastructure for the system.

2005 -

• NATIONAL CRIME  

PREVENTION AND PRIVACY 

COMPACT COUNCIL
28 CFR Part 906,  [NCPPC 113]

• Outsourcing of Noncriminal 

Justice Administrative 

Functions

• AGENCY: National Crime 

Prevention and Privacy 

Compact Council.

• ACTION: Final rule.



2001…?



The NCIS Plan

• Developed before 

9/11/2001

• 2002 International 

Association of Chiefs 

of Police (IACP) 

Criminal Intelligence 

Sharing Summit

• Goal: Gathering 

information, producing 

intelligence (referred 

to as product)



• Global Justice 
Information Sharing 
Initiative – (Global)

• Global Intelligence 
Working Group (GIWG)

• Global Extensible 
Markup Language

• Set standards for 
intelligence-led policing

• Interoperability of 
existing communication 
systems

The NCIS Plan



A Globally Networked 

and Integrated World –

Vision 2015









1. Global Collection Network

2. Enterprise integration

3. Net-centric Information          

Enterprise

4. Mission Focused Operations

5. Customer-Driven Intelligence 

6. Decision Advantage

7. Persistent Threats and  

Emerging Missions



GPS Interoperability 

Agreements with EU, Russia, 

Australia, Japan

US/Russian Federation 

GPS/GLONASS 

Interoperability US/EU Agreement



National Strategy for 

Information Sharing 

“Providing reports and 
awareness training to 
State, local, and tribal 
authorities regarding 
strategic goals, 
operational capabilities, 
and methods of operation 
utilized by international 
and domestic terrorist 
organizations so that 
local events and 
behaviors can be viewed 
within the context of 
potential terrorist threats.”

Source: National Strategy for Information Sharing, p. A1-6, 2007



Fusion Centers –

Intelligence Gathering



Fusion Center Guidelines

• Developing and Sharing 
Information and 
Intelligence in a New Era

• Remove barriers to 
information sharing at 
the Local, State, Tribal 
and Federal Levels

• Collaboration between 
Law Enforcement 
Intelligence, Public 
Safety, and the Private 
Sector



Fusion Center Guidelines

We must link the vast amounts of 

knowledge residing within each 

government agency while insuring 

adequate privacy.

National Strategy  for Homeland Security July 2002

Fusion: 

Turning 

Information   

and Intelligence 

into Actionable 

Knowledge



Functional Categories
(Sectors in which to gain access)

• Agriculture, Food, 
Water and the 
Environment

• Banking and Finance

• Chemical Industry & 
Hazardous Materials

• Criminal Justice

• Education

• Emergency Services  
(non-law enforcement)

• Energy

• Government Health and 
Public Services

• Hospitality and Lodging

• Information and 
Telecommunications

• Military Facilities and 
Defense Industrial Base

• Postal and Shipping

• Private Security

• Public Works

• Real Estate

• Retail

• Social Services

• Transportation



Fusion Center    

Guideline #1 (of 18)

Adhere to the 
National Criminal 
Intelligence 
Sharing Plan 
(NCISP) and other 
sector specific 
information sharing 
guidelines, and 
perform all steps of 
the intelligence and 
fusion processes.



Fusion Center Guideline #5

Information shared 
with outside 

agencies, i.e. FBI, 
Joint Terrorism 

Task Force, Field 
Intelligence Group, 

state police, or 
appropriate 
agencies.

Open records access 
may change

Utilize Memorandums of Understanding 

(MOUs), Non-Disclosure Agreements 

(NDAs)…



Fusion Center Guideline #6

• Driver‟s license

• Motor Vehicle 

registration

• Location Information 

(411, addresses, phone 

numbers)

• National Crime 

Information Center, 

Nlets, TSC

• Public & Private sources

• Organizations and 

associations (i.e. 

Infragard)

Leverage the databases, systems, and 

networks available via participating 

entities to maximize information sharing



Fusion Center Guideline #8:

Privacy and civil liberties policy

blocked

blocked

blocked

blocked

blocked

blocked

Bars added by presenter – not on original photos



SAR – Suspicious Activity

“Fusion Centers shall develop, 
implement, and maintain a plan to 

support the establishment of a 
suspicious activity and incident 

reporting process for their geographic 
area of responsibility, in a manner 
consistent with the Findings and 

Recommendations of the Suspicious 
Activity Report (SAR) Support and 

Implementation Project” 
Source:: Baseline Capabilities for State and Major Urban Area Fusion Centers, p.13

New DHS Initiative for 2010: 

“If You See Something, Say 

Something” Campaign



Everyone’s a Terrorist

2009 MIAC Report 2009 Rightwing Extremism

(U//FOUO) Rightwing Extremism:
Current Economic and Political
Climate Fueling Resurgence in
Radicalization and Recruitment

Info Source: SPLC 



Fusion Standards Study 2 -

June 2010 RFI (request for information)

• Decision Fusion…provides analysts an environment of 

interoperable services for situation assessment, impact 

assessment and decision support, based on 

information from multiple sensors and databases, 

e.g., multi-INT sources. The study includes recent 

advances such as social networking for decision 

fusion. 

• Though the focus of the study is on military intelligence 

(“INT”), decision fusion is relevant to business 

intelligence, urban planning, and many other 

domains.

Source: OGC Request for Information (RFI) for Decision Fusion Standards Study

RFI Issuance Date: 21 April 2010, Response Due Date: 11 June 2010, p.6



“Multi-INT Examples for an urban 

situation”

OSINT SIGINT GEOINT MASINTHUMINT

Source: OGC Request for Information (RFI) for Decision Fusion Standards Study

RFI Issuance Date: 21 April 2010, Response Due Date: 11 June 2010, p.10



Multi-Source Intelligence

Multi-INT information 

• Information available to an operations node is not just multi-source, but is 

from multiple intelligence collection types (multi-INT). Intelligence sources 

are people, documents, equipment, or technical sensors, and can be 

grouped according to intelligence disciplines (Table 2). 

Table 2 – Multi-INT Sources [Joint Chiefs of Staff007] 

•Human intelligence (HUMINT); 

•Geospatial intelligence (GEOINT), including Imagery 

Intelligence 

•Signals intelligence (SIGINT); 

•Measurement and signature intelligence (MASINT); 

•Open-source intelligence (OSINT); 

•Technical intelligence (TECHINT); 

•Counterintelligence (CI).

Otherwise known as 

“Living in a Surveillance Society”



Fighting Terrorism,

Or Something Else?



“What we in America call terrorists are 

really groups of people that reject the 

international system…”
Henry Kissinger, May 31, 2007 Conference, Istanbul

http://img.slate.com/id/2107745/


Eliminate Stovepipes

Diagram courtesy V.L. Davis, researcher

Eroding Sovereignty

Eliminating National 

Character

Eliminating Identity

International 

Association 

Networks



Slide Source: Michael Gallis Presentation at a 2008 NASCO Conference.



Slide Source: Michael Gallis Presentation at a 2008 NASCO Conference. 

A Globalist’s World: 5 Trading Blocks 



Corporate Considerations vs. 

Constitutional Sovereignty 



Conclusion



Hosea 4:6

My people are destroyed 

for lack of knowledge.



Action  
• Get your own house in order

• Minimize electronic data exposure – i.e. use 
of social networking, online medical 
information, and online financial transactions

• Stop using Credit Cards - Pay cash

• Try „low-tech‟ methods of communication

• Lobby your state legislatures against the 
further collection of personal information, i.e. 
biometric samples

• Join OK-SAFE, or a local grassroots group

• Pay attention to what is happening



Primary Sources


